
Черкаський колегіум “Берегиня” 

Черкаської міської ради  

Черкаської області 

вул. Хоменка 14/1, м. Черкаси, 18008, тел: 0(472) 63-78-45 

 e-mail: k_bereginya@ukr.net Код ЄДРПОУ 14202405 

 
 

Н А К А З 

 

02.02.2026        м. Черкаси  № 39-о 

 
Про впровадження заходів з фільтрації  

доступу до мережі Інтернет та протидії 

шкідливому контенту у закладі 

 

На виконання ст.11 частини 3, ст.26 частини 3, ст.53 частини 1 Закону 

України «Про освіту», ст.12.п.1, ст.22 п.1, ст.38 п.1, Закону України «Про повну 

загальну середню освіту, ст.9 Закону України «Про охорону дитинства, наказу 

Міністерства освіти і науки України «Про затвердження Методичних 

рекомендацій щодо способів фільтрації доступу до мережі Інтернет та протидії 

шкідливому контенту в закладах освіти» від 26.01.2026 № 103, з метою 

створення безпечного цифрового освітнього середовища, мінімізації ризиків 

потрапляння здобувачів освіти під вплив шкідливого контенту, запобігання 

кібербулінгу, пропаганді насильства та жорстокості в мережі Інтернет  

 

НАКАЗУЮ: 

 

1. Організувати в закладі освіти роботу щодо безпечного використання 

мережі Інтернет відповідно до Методичних рекомендацій, затверджених наказом 

МОН України №103. 

2. Вважати забезпечення безпеки здобувачів освіти під час користування 

мережею Інтернет складовою освітнього процесу та спільною відповідальністю 

педагогічних працівників і батьків (законних представників). 

3. Звернутися з клопотання до провайдера McLaut щодо налаштування 

мережевого обладнання та активації послуги централізованої фільтрації 

контенту ("Чистий Інтернет"), що дозволить блокувати шкідливі ресурси до 

потрапляння небезпечного трафіку в мережу закладу. 
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4. Звернутися з клопотання до постачальника програмного забезпечення 

Cisco Umbrella щодо налаштування фільтрації шкідливого контенту на рівні 

мережевого обладнання. 

5. Використовувати наявні технічні засоби обмеження доступу до 

небажаного інтернет-контенту, зокрема антивірусні програми та програмне 

забезпечення Cisco Umbrella (встановлене на учнівських комп’ютерах). 

6. Ураховуючи відсутність досвіду адміністрування мережевих обладнань 

та технічних можливостей, не здійснювати самостійного поглибленого 

налаштування або адміністрування програмних засобів фільтрації контенту. 

7. У разі виникнення технічних проблем або збоїв у роботі програмного 

забезпечення звертатися до відповідних організацій або постачальників послуг. 

8. Заступнику директора з виховної роботи Кошовій Вікторії Степанівні:  

8.1. проводити моніторинг інформаційного наповнення офіційних 

електронних ресурсів закладу (вебсайту, сторінок у соціальних мережах) з метою 

недопущення оприлюднення контенту, забороненого до розповсюдження серед 

неповнолітніх відповідно до законодавства України; 

8.2. розробити правила безпечного використання мережі Інтернет; 

8.3. ознайомити працівників з рекомендованими ресурсами щодо 

безпечного використання мережі Інтернет (додаток 2). 

9. Педагогічним працівникам: 

9.1. інсталювати антивірусне програмне забезпечення на персональних 

комп’ютерах; 

9.2. здійснювати контроль за використанням здобувачами освіти мережі 

Інтернет під час освітнього процесу; 

9.3. забезпечувати використання Інтернет-ресурсів виключно з 

навчальною метою. 

10. Класним керівникам: 

10.1. ознайомити здобувачів освіти з правилами безпечного використання 

мережі Інтернет (додаток 1); 
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10.2. проводити інформаційно-роз’яснювальну роботу з учнями щодо 

безпечної поведінки в мережі Інтернет; 

10.3. формувати в учнів навички відповідального та етичного 

використання цифрових ресурсів; 

10.4. інформувати батьків (законних представників) про рекомендації 

щодо безпечного використання мережі Інтернет дітьми; 

10.5. ознайомити батьків (законних представників) з рекомендованими 

ресурсами щодо безпечного використання мережі Інтернет дітьми  (додаток 2); 

10.6. рекомендувати батькам здійснювати контроль за дотриманням 

дітьми правил безпечної поведінки в Інтернеті поза межами закладу освіти. 

11. Контроль за виконанням цього наказу лишаю за собою. 

12. Відповідальній за ведення сайту Карапетян Гоар Радиківні 

забезпечити оприлюднення додатків до наказу на сайті колегіуму. 

13. Контроль за виконанням цього наказу лишаю за собою. 

 

Директор колегіуму                  Світлана ОНОПРІЄНКО 

 
 

 

З наказом ознайомлені: 

__________ Валентина Жила 

___________ Вікторія Свєтлова                              

___________ Юлія Литовка                                   

___________ Тетяна Пушкарук 

___________ Діна Білошкурська                           

___________ Лариса Овсієнко 

___________ Алла Головко                                    

___________ Тетяна Здоренко 

___________ Світлана Фучко                                

___________ Анастасія Дяченко 

___________ Валентина Сальницька                    

___________ Наталія Місан 

____________Катерина Сергієнко 

___________ Олеся Товстоп’ят                              

___________ Інна Іванченко 

___________ Ірина Бондарева                                

___________ Наталія Гриценко 

___________ Ірина Каракаш                                    

___________ Світлана Запісочна 

___________ Лілія Кобзар                                        

___________ Людмила Юнак 

___________ Таїсія Прокопенко                              

___________ Олена Фещенко 

___________ Людмила Пономаренко                     

___________ Дар’я Калюжна 

___________ Зоя Дженжеруха                                  

___________ Ольга Хилько 

___________ Людмила Пучковська                         

___________ Юлія Туник 

___________ Людмила Луговська                            

___________ Ольга Овчаренко 

___________ Тетяна Середа 

___________Артем Аветисян 

___________Ярослав Маршук 

___________Гоар Карапетян                                    

 ___________ Вікторія Кошова 

 02.02.2026 
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Додаток №1 до наказу 

02.02.2026 № 39-о 

 

ПРАВИЛА 

безпечного використання мережі Інтернет 

для здобувачів освіти 

 

Правила розроблено відповідно до Методичних рекомендацій щодо 

безпечного використання мережі Інтернет у закладах освіти, затверджених 

наказом Міністерства освіти і науки України від 26.01.2026 №103, з метою 

захисту здобувачів освіти під час використання цифрових ресурсів у процесі 

навчання. 

1. Загальні положення 

1.1. Здобувачі освіти користуються мережею Інтернет у закладі освіти 

виключно з освітньою метою та під контролем педагогічних працівників. 

1.2. Кожен учень зобов’язаний дотримуватися цих Правил, норм цифрової 

етики та чинного законодавства України. 

2. Права здобувачів освіти 

Здобувачі освіти мають право: 

 використовувати Інтернет-ресурси для навчання, виконання 

навчальних завдань і проєктної діяльності; 

 звертатися до вчителя у разі виникнення сумнівного або 

небезпечного контенту; 

 отримувати інформацію про правила безпечної поведінки в мережі 

Інтернет. 

3. Обов’язки здобувачів освіти 

Здобувачі освіти зобов’язані: 

 використовувати Інтернет лише з дозволу та за завданням учителя; 

 не відвідувати сайти, що містять інформацію насильницького, 

порнографічного, дискримінаційного чи іншого небажаного 

характеру; 
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 не поширювати персональні дані (адресу, номер телефону, паролі, 

фото тощо); 

 не встановлювати програмне забезпечення без дозволу 

педагогічного працівника; 

 дотримуватися правил академічної доброчесності під час роботи з 

інформацією. 

 

4. Заборони 

Під час користування мережею Інтернет забороняється: 

 використовувати Інтернет для ігор, розваг або спілкування, не 

пов’язаних з освітнім процесом; 

 поширювати неправдиву, образливу або шкідливу інформацію; 

 здійснювати дії, що можуть завдати шкоди комп’ютерній техніці або 

інформаційній безпеці закладу освіти; 

 обходити програмні засоби обмеження доступу до контенту. 

5. Дії у разі виникнення небезпечної ситуації 

5.1. У разі отримання повідомлень, зображень або доступу до сайтів, що 

викликають дискомфорт або є небезпечними, здобувач освіти повинен негайно 

повідомити педагогічного працівника. 

5.2. Забороняється самостійно реагувати на підозрілі повідомлення або 

контакти в мережі Інтернет. 

6. Заключні положення 

6.1. Недотримання цих Правил розглядається як порушення правил 

поведінки здобувачів освіти у закладі освіти. 

6.2. Правила доводяться до відома здобувачів освіти та їхніх батьків 

(законних представників).
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Додаток №2 до наказу 

02.02.2026 № 39-о 

 

Рекомендовані ресурси: 

1.  Буклет «Приватність дитини в 

інтернеті» 

https://dignityonline.in.ua/adult/posibn

yky/buklet-pryvatnist-dytyny-v-

interneti/ 

2.  Вебпортал «Кібер Брама. 

Кібербезпека в освіті» 

https://stopfraud.gov.ua/cybersecurity-

in-education 

 

3.  Гайд «Гаджет дитини. Загальні 

рекомендації використання, 

налаштування та контроль» 

https://dignityonline.in.ua/adult/hayd-

dlia-batkiv-batkivski-kontroli/ 

 

4.  Гайд «Кібергігієна для дітей: 

правила поведінки в інтернеті»  

 

https://osvita.diia.gov.ua/guides/cyber-

hygiene-for-children 

5.  Гайд «Онлайн-безпека для дітей»  

 

https://osvita.diia.gov.ua/guides/gajd-

dla-ditej-moa-onlajn-bezpeka 

6.  Гайд «Кібергігієна під час війни»  

 

https://osvita.diia.gov.ua/guides/kibergi

giena-pid-cas-vijni 

7.  Гайд «Сексуальне насильство в 

інтернеті: що це і як запобігти»  

 

https://osvita.diia.gov.ua/guides/sexual-

violence-on-the-internet-what-it-is-and-

how-to-prevent-it 

8.  Довідник «Рекомендації щодо 

онлайн-безпеки для педагогічних 

працівників»  

 

https://dignityonline.in.ua/adult/posibn

yky/dovidnyk-rekomendatsii-shchodo-

onlayn-bezpeky-dlia-pedahohichnykh-

pratsivnykiv/ 

9.  Довідник для батьків та 

вихователів «Створюємо онлайн-

простір разом з дітьми»  

 

https://dignityonline.in.ua/adult/posibn

yky/stvoriuiemo-onlayn-prostir-razom-

z-ditmy-dovidnyk-dlia-batkiv-ta-

vykhovateliv/ 

10.  Інформаційна довідка для 

вчителів з кібергігієни, 

розроблена IT- Асоціацією 

України  

https://drive.google.com/file/d/11f95cw

hNS11L28XU-

g48UzVWyV2RuIsB/view 

https://dignityonline.in.ua/adult/posibnyky/buklet-pryvatnist-dytyny-v-interneti/
https://dignityonline.in.ua/adult/posibnyky/buklet-pryvatnist-dytyny-v-interneti/
https://dignityonline.in.ua/adult/posibnyky/buklet-pryvatnist-dytyny-v-interneti/
https://stopfraud.gov.ua/cybersecurity-in-education
https://stopfraud.gov.ua/cybersecurity-in-education
https://dignityonline.in.ua/adult/hayd-dlia-batkiv-batkivski-kontroli/
https://dignityonline.in.ua/adult/hayd-dlia-batkiv-batkivski-kontroli/
https://osvita.diia.gov.ua/guides/cyber-hygiene-for-children
https://osvita.diia.gov.ua/guides/cyber-hygiene-for-children
https://osvita.diia.gov.ua/guides/gajd-dla-ditej-moa-onlajn-bezpeka
https://osvita.diia.gov.ua/guides/gajd-dla-ditej-moa-onlajn-bezpeka
https://osvita.diia.gov.ua/guides/kibergigiena-pid-cas-vijni
https://osvita.diia.gov.ua/guides/kibergigiena-pid-cas-vijni
https://osvita.diia.gov.ua/guides/sexual-violence-on-the-internet-what-it-is-and-how-to-prevent-it
https://osvita.diia.gov.ua/guides/sexual-violence-on-the-internet-what-it-is-and-how-to-prevent-it
https://osvita.diia.gov.ua/guides/sexual-violence-on-the-internet-what-it-is-and-how-to-prevent-it
https://dignityonline.in.ua/adult/posibnyky/dovidnyk-rekomendatsii-shchodo-onlayn-bezpeky-dlia-pedahohichnykh-pratsivnykiv/
https://dignityonline.in.ua/adult/posibnyky/dovidnyk-rekomendatsii-shchodo-onlayn-bezpeky-dlia-pedahohichnykh-pratsivnykiv/
https://dignityonline.in.ua/adult/posibnyky/dovidnyk-rekomendatsii-shchodo-onlayn-bezpeky-dlia-pedahohichnykh-pratsivnykiv/
https://dignityonline.in.ua/adult/posibnyky/dovidnyk-rekomendatsii-shchodo-onlayn-bezpeky-dlia-pedahohichnykh-pratsivnykiv/
https://dignityonline.in.ua/adult/posibnyky/stvoriuiemo-onlayn-prostir-razom-z-ditmy-dovidnyk-dlia-batkiv-ta-vykhovateliv/
https://dignityonline.in.ua/adult/posibnyky/stvoriuiemo-onlayn-prostir-razom-z-ditmy-dovidnyk-dlia-batkiv-ta-vykhovateliv/
https://dignityonline.in.ua/adult/posibnyky/stvoriuiemo-onlayn-prostir-razom-z-ditmy-dovidnyk-dlia-batkiv-ta-vykhovateliv/
https://dignityonline.in.ua/adult/posibnyky/stvoriuiemo-onlayn-prostir-razom-z-ditmy-dovidnyk-dlia-batkiv-ta-vykhovateliv/
https://drive.google.com/file/d/11f95cwhNS11L28XU-g48UzVWyV2RuIsB/view
https://drive.google.com/file/d/11f95cwhNS11L28XU-g48UzVWyV2RuIsB/view
https://drive.google.com/file/d/11f95cwhNS11L28XU-g48UzVWyV2RuIsB/view
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11.  Інформаційна довідка для учнів з 

кібергігієни, розроблена IT-

Асоціацією України  

 

https://drive.google.com/file/d/10N5Jb

D680yfS5qt22AvIGnAG3BPsmDyd/vi

ew 

12.  Освітній проект Common Sense 

Media:  

 

https://www.commonsense.org/educati

on 

13.  Освітній серіал «ДезінFAKEція»  

 

https://osvita.diia.gov.ua/courses/disinf

aketion 

14.  Освітній серіал «Кібергігієна: як 

захиститись від фішингу»  

 

https://osvita.diia.gov.ua/courses/kiber

gigiena-ak-zahistitisa-vid-fisingu 

15.  Освітній серіал «Особиста 

безпека підлітків» 

 

https://osvita.diia.gov.ua/courses/teena

gers-personal-safety 

16.  Освітній серіал «Безпека дітей в 

інтернеті для батьків» 

 

https://osvita.diia.gov.ua/courses/serial-

dlya-batkiv-onlayn-bezpeka-ditey 

17.  Освітній серіал «Про кібербулінг 

для підлітків»  

 

https://osvita.diia.gov.ua/courses/cyber

bullying 

18.  Пам’ятка «Шкідливий контент; як 

батькам протидіяти його впливу 

на дитину?»  

 

https://stop-sexting.in.ua/wp-

content/uploads/2021/06/stop_sexting_

buklet_dlya_batkiv.pdf 

19.  Посібник із безпеки дітей в 

Інтернеті 

 

https://services.google.com/fh/files/eve

nts/bia_curricumul_2023.pdf 

 

20.  Посібник з онлайн-безпеки дітей 

для шкільних психологів  

 

https://dignityonline.in.ua/adult/posibn

yky/posibnyk-z-onlayn-bezpeky-ditey-

dlia-shkilnykh-psykholohiv/ 

21.  Посібник «Кібербезпека для шкіл» 

Національного центру 

кібербезпеки Сполученого 

Королівства Великої Британії  

та Північної Ірландії (NCSC). 

 

https://www.ncsc.gov.ie/pdfs/NCSC_Q

uick_Guide_Schools.pdf 

22.  Сайт Агенства з кібербезпеки та 

безпеки інфраструктури (CISA) 

США  

 

https://www.cisa.gov/ 

23.  Симулятор «Онлайн-безпека для 

дітей» 

https://osvita.diia.gov.ua/simulators/e-

safety-children-simulator 

https://drive.google.com/file/d/10N5JbD680yfS5qt22AvIGnAG3BPsmDyd/view
https://drive.google.com/file/d/10N5JbD680yfS5qt22AvIGnAG3BPsmDyd/view
https://drive.google.com/file/d/10N5JbD680yfS5qt22AvIGnAG3BPsmDyd/view
https://www.commonsense.org/education
https://www.commonsense.org/education
https://osvita.diia.gov.ua/courses/disinfaketion
https://osvita.diia.gov.ua/courses/disinfaketion
https://osvita.diia.gov.ua/courses/kibergigiena-ak-zahistitisa-vid-fisingu
https://osvita.diia.gov.ua/courses/kibergigiena-ak-zahistitisa-vid-fisingu
https://osvita.diia.gov.ua/courses/teenagers-personal-safety
https://osvita.diia.gov.ua/courses/teenagers-personal-safety
https://osvita.diia.gov.ua/courses/serial-dlya-batkiv-onlayn-bezpeka-ditey
https://osvita.diia.gov.ua/courses/serial-dlya-batkiv-onlayn-bezpeka-ditey
https://osvita.diia.gov.ua/courses/cyberbullying
https://osvita.diia.gov.ua/courses/cyberbullying
https://stop-sexting.in.ua/wp-content/uploads/2021/06/stop_sexting_buklet_dlya_batkiv.pdf
https://stop-sexting.in.ua/wp-content/uploads/2021/06/stop_sexting_buklet_dlya_batkiv.pdf
https://stop-sexting.in.ua/wp-content/uploads/2021/06/stop_sexting_buklet_dlya_batkiv.pdf
https://services.google.com/fh/files/events/bia_curricumul_2023.pdf
https://services.google.com/fh/files/events/bia_curricumul_2023.pdf
https://dignityonline.in.ua/adult/posibnyky/posibnyk-z-onlayn-bezpeky-ditey-dlia-shkilnykh-psykholohiv/
https://dignityonline.in.ua/adult/posibnyky/posibnyk-z-onlayn-bezpeky-ditey-dlia-shkilnykh-psykholohiv/
https://dignityonline.in.ua/adult/posibnyky/posibnyk-z-onlayn-bezpeky-ditey-dlia-shkilnykh-psykholohiv/
https://www.ncsc.gov.ie/pdfs/NCSC_Quick_Guide_Schools.pdf
https://www.ncsc.gov.ie/pdfs/NCSC_Quick_Guide_Schools.pdf
https://www.cisa.gov/
https://osvita.diia.gov.ua/simulators/e-safety-children-simulator
https://osvita.diia.gov.ua/simulators/e-safety-children-simulator
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24.  Симулятор «Онлайн-безпека для 

підлітків» 

 

https://osvita.diia.gov.ua/simulators/e-

safety-teens-simulator 

 

25.  Симулятор «Онлайн-безпека для 

освітян» 

 

https://osvita.diia.gov.ua/simulators/onl

ajn-bezpeka-dla-osvitan 

 

26.  Симулятор «Кібергігієна: як 

захиститись від фішингу» 

 

https://osvita.diia.gov.ua/simulators/cy

ber-hygiene-how-to-protect-yourself-

from-phishing 

 

 

 

 

https://osvita.diia.gov.ua/simulators/e-safety-teens-simulator
https://osvita.diia.gov.ua/simulators/e-safety-teens-simulator
https://osvita.diia.gov.ua/simulators/onlajn-bezpeka-dla-osvitan
https://osvita.diia.gov.ua/simulators/onlajn-bezpeka-dla-osvitan
https://osvita.diia.gov.ua/simulators/cyber-hygiene-how-to-protect-yourself-from-phishing
https://osvita.diia.gov.ua/simulators/cyber-hygiene-how-to-protect-yourself-from-phishing
https://osvita.diia.gov.ua/simulators/cyber-hygiene-how-to-protect-yourself-from-phishing

